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Abstract— Processor verification is a time consuming task and 
with processor complexity increasing by the day, managing the 
complete verification process successfully has become a major 
challenge. Besides, a small bug in the final product may ruin all 
the efforts and could prove as a critical setback. This problem 
has resulted in verification methodologies, like formal 
verification, gaining considerable importance over the years. 
Yet, integration of formal verification with existing 
methodologies like simulation and other verification modules is 
still not very clearly established and remains vendor specific. 
Then there are other issues that make the whole process very 
complex.  This paper looks into the various aspects of 
verification methodologies presenting key ideas. We present a 
framework that can enhance verification process along with 
metrics will serve to increase overall efficiency.  
 
Index Terms – verification, processor, metric, framework 
 

I. INTRODUCTION  

The sophistication of recent processor architectures 
requires major logic verification effort both in terms of time 
and manpower. This has become a major bottleneck in the 
overall time to market the final product. Verifying the 
processor requires thorough test plans, efficient simulation 
technology and a proper execution plan. Further, verification 
challenges are created due to cache coherency, memory 
management and other subtle architecture design and features 
which can be vendor specific.  Beside verification of the 
design, it is also necessary to test the performance of the 
newly designed chip [5]. All these tasks require large man 
hours and millions of investment.  
 
To keep with the pace of processor complexity and 

performance targets, it is necessary to have an efficient 
verification strategy and execution plan [6]. Already a lot of 
work has been carried out in the domain of verification; still 
there are enough challenges to meet. This paper starts with  a 
brief  summary  of  the various  verification  technologies and 
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methodologies in vogue. Based on industrial verification 
strategies [1], [2], [3] and our own experience with Leon [32], 
we describe the contours of our framework.   We believe that 
a good strategy and a framework [35], [36], [37] holds the 
key to further the cause of the verification process, and can 
help to increase efficiency.  The paper ends with conclusion 
and future work to be carried.   

 

II. PRESENT STATUS 

Verification technologies offer two broad methodologies 
for processor verification. Although they are well known, we 
will briefly summarize them as a precursor to our work. To a 
large extent simulation serves as the main driving engine of 
all verification flows. Simulation-based verification 
essentially consists of Register Transfer Level (RTL) code 
describing the design along with a test bench which emulates 
the real environment the design sits in.  
 

Besides simulation, formal and semi formal methods are 
quite popular and act as a strong complementary 
methodology to the simulation linked verification process.  
No doubt they have been gaining grounds over the years [27].  
Formal methods are effective to identify unknown bugs but 
are time consuming and slow. The use of formal tools for 
verification has been well researched and documented [1], 
[2], [3], [7], [8], [9], [12], [16], [21]. However they are 
constrained by the complexity of the design and hence could 
not be applied across the core design. The practical limitation 
of Functional Formal Verification (FFV) stems from the fact 
that formal algorithms tend to require exponential resources 
with respect to design size [10]. Therefore formal methods 
will always be restricted to specialized design components 
[11]. A good description on the strategies to deploy formal 
tools can be found in [7], [8]. Formal verification with model 
checking technology increases the controllability of the 
design. Once a design is instrumented with assertions, formal 
verification can verify areas of concern, known as hot spots.  
Model checking analyzes the RTL structure of a design and 
characterizes its internal nature, and it targets corner-case 
behaviors directly. Each assertion violation discovered by 
model checking is reported along with its counter-example. 
This uncovers functional errors that would have been missed 
using traditional verification methodologies. FFV tools are an 
important part of overall process. Both formal and semi 
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formal tools are important parts of any commercial driven 
verification process [10].   

 

 A.   Early work 
 Daniel Lewin et al in ‘Methodology for Processor 

Implementation Verification’ [22] describe the verification 
process in four distinct steps.  Since then lot of research and 
work has been carried out targeting processor verification [4], 
[23]. These works cover a broad range of aspects covering 
processor verification methodology [24] and framework [25].  
 

 B.   Challenges in Processor Verification 

Although Processor verification has been going on for 
years, but with increasing of processor complexities, the 
challenges remain for a fast and efficient methodology. Most 
of the challenges are well known and have been well 
documented [36]. Besides simulation, verification also 
depends on certain confidence measures that can help in 
deciding the success of the process and project management 
techniques. These confidence measures are in the form of test 
and metrics. Metric driven verification thus has gained 
significant importance over the years. [38] However there 
remains need and scope to integrate metrics within a 
framework for superior results.   

 C. Tools and techniques 

A successful processor verification strategy cannot be 
complete without taking into consideration test generation 
methodologies, data collection for coverage and analysis, and 
typical management issues.. Picking the right tool is one of 
the main tasks of the whole verification procedure. The 
challenges here are manifold. One of them is to integrate 
formal verification tool to simulation and others verification 
modules [18], [19].  The choice can be best addressed by 
certain criterion like time required in setting up the 
environment to its final results, expertise, risk- reward ratio, 
size, coverage etc. Coverage data collection and analysis is 
another area of concern which is well acknowledged and 
needs to be addressed with right earnestness. There are also a 
host of test generation methodologies [17] ranging from 
direct, random and constraint driven technologies [20]. A 
proper log of events and bugs reported will be helpful in the 
overall and future verification strategy and needs to be shared 
among the various teams. A detailed bug report, review and 
analysis report [1] will be useful in reducing the time and 
man power effort besides in improving the future design 
work. There are many other vital tools that will be required 
but are beyond the scope of this paper.  Some specialized 
methods are reported for functional verification in [3], [15], 
and would require relevant tool support. Co-simulation is also 
widely used to reduce time in many applications [15].  Most 
of the tools that are used are in house especially for large and 
commercial companies like IBM, Intel and some others [1], 
[2], [3], [13],  

[23]. However a host of tools are also available from vendors 
[28], [29], [30], [31]. One can also gain from the work of 
universities and research [26] and can use them with due 
diligence. 
 

III. METRICS  

Metric driven verification is an important part and strategic 
approach towards a successful verification process. It has 
been adopted successfully by industry and commercialized by 
EDA vendors [30]. Due to the high risk in any potential bug 
detection, coverage analysis and useful metrics will always be 
in demand. In our framework we have ensured that proper 
metrics are incorporated to increase confidence level of 
various verification teams. The framework creates software 
functions and other important parameters which can be used 
to measure the depth of verification.   

 

IV.  FRAMEWORK 

One of the main challenges that lie before the processor 
verification team is to come up with a pre-RTL, fast 
functional verification.  Attempts are being made to raise the 
level of abstraction at the system level [7] along with growing 
interest in ESL [33]. Another area that can reduce the 
verification time considerably is by looking the compliance 
problem [25]. The notion of framework for a successful 
verification plan and strategy stems from these pre-RTL 
attempts which can help in considerable time savings.  
However there is ample space to expand the scope of 
framework to cover pre RTL and post RTL verification 
process [3].  VMM based verification approach offers a 
systematic and modular approach to increase the efficiency of 
processor verification in the post RTL phase. Our framework 
is based on this approach and utilizes the VMM library 
extensively. As a first step to build the framework, it is 
essential to follow the guidelines prescribed by VMM 
methodology for compliance. To achieve the desired results 
we have automated and built a tool which can be used to 
support VMM environment. This calls for creation of 
monitors, protocols, interface, Assertion library, coverage 
gathering mechanisms, scripts, and a clean directory to start 
the operation.  It also requires considerable effort in the 
integration of all the components and to make sure that the 
VMM test benches work effectively.   Besides, a number of 
other components are also developed for increasing the 
efficiency and making the framework user friendly.   
 
The main engine of our framework is the generation of metric 
which is used to understand the depth of the verification 
process. This metric looks into ever line of code for code 
coverage and passes the information directly to test bench 
generation module. The VMM acts as a base to the 
framework which also includes strategy [35] and planning 
modules which helps to increase the efficiency of overall 
verification process.  
 



V. RESULTS 

A framework for verifying processor architecture was 
created based on Verification Methodology Manual (VMM).  
In order to check the framework we have used small 
processor components to verify the design logic. The 
framework accepts these components as Design under Test 
(DUT) and constructs the required environment for VMM 
based approach. Our framework derives its strength from the 
modularity and uniformity adopted by VMM which helps 
significantly to reduce the verification time and effort. Thus it 
can be used at an early stage of processor verification to 
detect and find bugs which can increase the overall efficiency 
of the verification effort. The integration of metric and 
strategy with the basic verification process helps to utilize 
time efficiently.   We have extensively verified processor 
components available under GNU [32]. As a case study we 
worked upon the ALU unit of general purpose processor 
architecture. The time saved in verifying the ALU was 
significantly lower with the framework that we created.  The 
framework is still in the development stage therefore full 
results are still not reported.   

 

VI. CONCLUSION 

This paper is based upon our project to build a strong 
verification plan, framework and strategy encompassing and 
integrating various tools, techniques and methodologies in 
place. As the abstraction level is increased further there will 
be a greater need for compliance checking. A majority of 
verification bugs arises from wrong specifications, 
communication problems and ambiguity. While coverage 
data and analysis in the post RTL scenario is a continuous 
area of development. There are a slew of tools and techniques 
both in house and external to large industry houses engaged 
in processor verification. Therefore to reduce the time to 
market the focus has to be on the integration of these tools 
and earlier reporting of failures. Our work for a framework is 
directed towards such considerations which can be helpful for 
reducing the overall verification timeframe.   
 
The scale and scope of the work prevents us from further 
elaboration on the subject in a limited space. Nevertheless we 
have presented key ideas to enhance verification process.  
The present status in the verification area reinforces the need 
of an efficient framework which can exploit some existing 
tools and techniques by superior integration and the creation 
of an environment and integration. 
        

VII. FUTURE WORK 

Some of the ideas related to processor verification has 
been discussed at length. There is no dearth of tools and 
techniques in this field. However the challenges in the face of 
growing processor complexity will remain. The next step from 
here is to further enhance the framework based upon the ideas 
that we have discussed. We are in the process of enlarging the 
scope of our framework to include large and complex 
processors. Therefore this may be considered as the first part 

of the whole project. Future work comprises of making the 
process fully automated and integrating other verification 
techniques into the framework.   
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